Załącznik nr 3

POWIERZENIE PRZETWARZANIA DANYCH OSOBOWYCH (PPDO)

1. OŚWIADCZENIA STRON
2. Strony oświadczają, że PPDO reguluje kwestie, o których mowa w art. 28 Rozporządzenia Parlamentu Europejskiego i Rady UE 2016/679 (dalej: RODO) w związku z zawarciem Umowy (czyli umowy głównej, do której PPDO stanowi załącznik).
3. ORLEN Termika S.A. oświadcza, iż jest administratorem danych osobowych w rozumieniu art. 4 pkt 7) RODO, tj. podmiotem który samodzielnie lub wspólnie z innymi ustala cele i sposoby przetwarzania danych osobowych.
4. Przetwarzający […][[1]](#footnote-1) oświadcza, iż jest podmiotem przetwarzającym w rozumieniu art. 4 pkt. 8) RODO i dysponuje środkami, doświadczeniem, wiedzą i wykwalifikowanym personelem, co umożliwia mu prawidłowe wykonanie postanowień PPDO, w tym zapewnia wystarczające gwarancje wdrożenia odpowiednich środków technicznych i organizacyjnych, by przetwarzanie spełniało wymogi RODO i chroniło prawa osób, których dane będzie przetwarzał na podstawie Umowy.
5. Administrator oświadcza, że w sprawach związanych z przetwarzaniem danych osobowych możliwy jest kontakt z nim za pośrednictwem poczty elektronicznej na adres:

[ochrona.danych@termika.orlen.pl](mailto:Ochrona.danych@termika.orlen.pl) lub pisemnie na adres siedziby Administratora wskazany w komparycji Umowy.

1. Przetwarzający oświadcza, że w sprawach związanych z przetwarzaniem danych osobowych możliwy jest kontakt z nim za pośrednictwem poczty elektronicznej na adres: …. lub pisemnie na adres siedziby Przetwarzającego wskazany w komparycji Umowy.
2. Wszelka korespondencja dotycząca PPDO będzie kierowana przez Strony na wskazane w pkt 1.4 – 1.5 adresy e-mail.
3. PRZEDMIOT, CEL I PODSTAWOWE ZASADY POWIERZENIA PRZETWARZANIA
4. Administrator powierza Przetwarzającemu do przetwarzania dane osobowe, a Przetwarzający zobowiązuje się do ich przetwarzania wyłącznie na udokumentowane polecenie Administratora, zgodnie z zakresem określonym w PPDO oraz innymi udokumentowanymi instrukcjami przekazanymi przez Administratora, zgodnie z obowiązującym prawem.
5. Przetwarzanie danych osobowych odbywa się w celu wykonania Umowy, zgodnie z jej przedmiotem oraz zakresem i sposobem przetwarzania określonym w PPDO.
6. Zakres powierzonych do przetwarzania danych na podstawie PPDO obejmuje:

|  |  |
| --- | --- |
| **Kategorie osób**, których dane powierzono do przetwarzania | personel Administratora lub personel wskazany przez Administratora podlegający szkoleniu;  osoby wymienione w przekazanych dokumentach (np. osoby reprezentujące Administratora, eksperci, pracownicy urzędów i instytucji) |
| **Kategorie przetwarzanych danych** (rodzaj powierzonych danych osobowych) | dane zwykłe identyfikacyjne i kontaktowe (imię, nazwisko, stanowisko, nazwa firmy lub instytucji, inne dane zawarte w dokumentach). |
| **Charakter i cel przetwarzania** (czynności przetwarzania podejmowane w kontekście charakteru i celu przetwarzania z Umowy) | zbieranie, utrwalanie, porządkowanie, przechowywanie, wykorzystywanie (do celów wskazanych w pkt 2.2. powyżej), ujawnianie innym podmiotom zgodnie z przepisami prawa, postanowieniami Umowy lub na polecenie Administratora, usuwanie. Dane Osobowe będą przez Przetwarzającego przetwarzane w formie elektronicznej w systemach informatycznych oraz w formie papierowej. |

1. W przypadku braku określenia zakresu powierzonych do przetwarzania danych w pkt 2.3, PPDO stanowi jedynie wzór i nie wywołuje skutków prawnych do czasu wskazania zakresu danych przez Administratora w sposób określony w pkt 2.5 – 2.8.
2. Zmiana zakresu powierzonych do przetwarzania danych osobowych następuje w formie pisemnej, w tym elektronicznej, poprzez przesłanie przez Administratora oświadczenia zawierającego nowy zakres danych na wskazany w pkt 1.5 adres e-mail Przetwarzającego, bez konieczności sporządzania aneksu.
3. Przetwarzający zobowiązany jest do niezwłocznego potwierdzenia otrzymania oraz wdrożenia zmiany zakresu danych osobowych, przesyłając potwierdzenie zwrotne na adres e-mail Administratora wskazany w pkt 1.4, nie później niż w ciągu 2 dni roboczych od otrzymania oświadczenia.
4. Wszelka korespondencja dotycząca zmiany zakresu danych osobowych powinna być archiwizowana przez obie Strony w sposób umożliwiający jej późniejsze udokumentowanie na potrzeby ewentualnych kontroli lub postępowań.
5. Zmiana zakresu danych osobowych staje się skuteczna z chwilą otrzymania przez Administratora potwierdzenia wdrożenia zmiany przez Przetwarzającego.
6. Dane osobowe mogą być przetwarzane przez Przetwarzającego zarówno w formie elektronicznej (w systemach informatycznych), jak i w formie papierowej – w zależności od potrzeb i charakteru realizowanych czynności przetwarzania.
7. Przy przetwarzaniu danych osobowych, Przetwarzający powinien przestrzegać zasad wskazanych w PPDO oraz w RODO, a także w innych przepisach prawa powszechnie obowiązującego regulujących ochronę danych osobowych.
8. Przetwarzający przyjmuje do wiadomości, że przetwarzanie przez niego powierzonych danych osobowych w szerszym zakresie lub dla realizacji innych celów niż wskazane w pkt 2.2 – 2.3 PPDO, przy braku dysponowania odpowiednią podstawą prawną, będzie stanowiło naruszenie przepisów RODO oraz istotnych postanowień Umowy, oraz może stanowić podstawę do jej wypowiedzenia w trybie natychmiastowym oraz wyciągnięcia konsekwencji z niej wynikających lub przewidzianych przepisami prawa.
9. SZCZEGÓŁOWE ZASADY POWIERZENIA PRZETWARZANIA

3.1 Przed rozpoczęciem przetwarzania danych osobowych Przetwarzający musi podjąć środki zabezpieczające dane osobowe, o których mowa w art. 32 RODO w szczególności:

1. uwzględniając stan wiedzy technicznej, koszt wdrażania oraz charakter, zakres, kontekst i cele przetwarzania oraz ryzyko naruszenia praw lub wolności osób fizycznych o różnym prawdopodobieństwie wystąpienia i wadze zagrożenia, zastosować środki techniczne i organizacyjne zapewniające bezpieczeństwo przetwarzanych danych osobowych. Przetwarzający powinien odpowiednio udokumentować zastosowanie tych środków,
2. umożliwiać Administratorowi, efektywne przeprowadzenie audytu lub inspekcji, o których mowa w pkt 9 poniżej,
3. zapewnić, by każda osoba fizyczna działająca z upoważnienia Przetwarzającego, która ma dostęp do danych osobowych, przetwarzała je wyłącznie na polecenie Administratora, została przeszkolona z zasad ochrony danych osobowych oraz została zobowiązana do zachowania ich w tajemnicy,

3.2 Przetwarzający nie będzie kopiować, powielać (z zastrzeżeniem pkt 4.2 g) lub w jakikolwiek sposób rozpowszechniać danych osobowych, z wyjątkiem sytuacji, gdy działanie takie jest konieczne w celu wykonania Umowy.

* 1. Przetwarzający zobowiązuje się niezwłocznie informować Administratora, jeżeli zdaniem Przetwarzającego wydane mu polecenie stanowi naruszenie RODO lub innych przepisów o ochronie danych osobowych.

1. MINIMALNE WYMAGANIA FORMALNE I TECHNICZNE

4.1 Wymagania formalne:

1. Przetwarzający zobowiązany jest zapewnić, aby zarządzanie infrastrukturą teleinformatyczną oraz aplikacjami wykorzystywanymi do realizacji Umowy jest prowadzone zgodnie z dobrymi, uznanymi praktykami bezpieczeństwa teleinformatycznego,
2. Przetwarzający zobowiązuje się do niezwłocznego powiadamiania Administratora o zaistniałych naruszeniach lub incydentach bezpieczeństwa teleinformatycznego mających bezpośredni wpływ na powierzone dane osobowe,
3. w przypadku, gdy wykonanie Umowy wiąże się z ryzykiem utraty atrybutów bezpieczeństwa danych (poufności, integralności i dostępności danych), Przetwarzający zobowiązany jest poinformować o tym Administratora przed przystąpieniem do wykonywania jakichkolwiek prac oraz umożliwić Administratorowi przeprowadzenie działań zapewniających zachowanie ww. atrybutów,
4. Przetwarzający odpowiada za skutki działań pracowników oraz osób trzecich, którym powierzył wykonanie czynności na rzecz Administratora tak, jak za czynności własne.
5. Wymagania techniczne (dla systemów teleinformatycznych Przetwarzającego):
6. Przetwarzający zobowiązuje się do zapewnienia kontroli dostępu w systemach teleinformatycznych.
7. logowanie do systemów teleinformatycznych możliwe jest wyłącznie w oparciu o indywidualny login użytkownika i hasło lub inne środki zapewniające atrybut rozliczalności.
8. Przetwarzający zobowiązany jest posiadać działające mechanizmy usuwania danych na wniosek Administratora.
9. Przetwarzający zobowiązany jest posiadać zabezpieczenia systemów teleinformatycznych przed złośliwym oprogramowaniem, w tym przed kradzieżą lub zniszczeniem danych.
10. Przetwarzający zobowiązany jest do zapewnienia zabezpieczenia dostępu zdalnego do systemów teleinformatycznych poprzez stosowanie bezpiecznych i szyfrowanych połączeń VPN.
11. Przetwarzający zobowiązany jest do zarządzania podatnościami w systemach teleinformatycznych, w tym m.in.: testowania cyberbezpieczeństwa infrastruktury i aplikacji, procedury zarządzania aktualizacjami.
12. Przetwarzający zobowiązany jest do zarządzania ciągłością działania, w tym m.in. tworzenia kopii zapasowych i testów przywracania z kopii zapasowych oraz stosowania mechanizmów zapewniających wysoką dostępność systemów.
13. Przetwarzający zobowiązany jest posiadać systemy monitorowania infrastruktury oraz sieci teleinformatycznych pod kątem cyberbezpieczeństwa.
14. OBOWIĄZKI PRZETWARZAJĄCEGO
15. Przetwarzający zobowiązuje się pomagać Administratorowi w wywiązywaniu się z obowiązków określonych w art. 32-36 RODO. W szczególności, Przetwarzający zobowiązuje się przekazywać Administratorowi informacje oraz wykonywać jego polecenia dotyczące stosowanych środków zabezpieczania danych osobowych oraz przypadków naruszenia ochrony danych osobowych. Przetwarzający ma ponadto obowiązek:
16. przekazania Administratorowi informacji dotyczących zdarzenia mogącego stanowić naruszenie ochrony danych osobowych niezwłocznie, jednak nie później niż w ciągu 24 godzin od wykrycia zdarzenia na adres e-mail wskazany w pkt 1.4. Zgłoszenia zdarzenia musi zawierać informacje o zdarzeniu (dacie, godzinie jego wystąpienia/identyfikacji), charakteru i rodzaju zdarzenia, zakresu naruszenia, środkach zaradczych i podjętych działaniach, ocenę ryzyka (jeśli możliwa), wstępną ocenę ryzyka dla praw i wolności osób fizycznych, załączniki (logi systemowe, raporty, zrzuty ekranu, inne dokumenty pomocnicze).
17. wyznaczenia osób odpowiedzialnych za podjęcie działań w celu zaradzenia negatywnym skutkom naruszenia i podjęcia w uzgodnieniu z Administratorem działań naprawczych oraz ograniczających ryzyko ponownego wystąpienia naruszenia ochrony danych osobowych;
18. udzielania Administratorowi informacji potrzebnych do dokonania oceny skutków planowanych operacji przetwarzania dla ochrony danych osobowych, o których mowa w art. 35 RODO;
19. udzielania Administratorowi informacji potrzebnych do konsultacji z organem nadzorczym w zakresie oceny skutków dla ochrony danych, o których mowa w art. 35 oraz art. 36 RODO.
20. Przetwarzający zobowiązuje się pomagać Administratorowi, w wywiązywaniu się z obowiązku odpowiadania na żądania osób, których dane dotyczą, w zakresie wykonywania ich praw określonych w art. 15-22 RODO. W szczególności, Przetwarzający zobowiązuje się:
21. w razie zgłoszenia przez osobę, której dane dotyczą żądania prawa dostępu, o którym mowa w art. 15 RODO, do przygotowania raportu dla Administratora umożliwiającego przedstawienie osobie, której dane dotyczą przez Administratora informacji, o których mowa w art. 15 ust. 1 RODO.
22. w razie zgłoszenia przez osobę, której dane dotyczą prawa do sprostowania danych, o którym mowa w art. 16 RODO, do odnotowania żądania osoby, której dane dotyczą poprzez nadpisanie danych osobowych tej osoby w systemach Przetwarzającego,
23. w razie zgłoszenia przez osobę, której dane dotyczą prawa do bycia zapomnianym, o którym mowa w art. 17 RODO, do usunięcia danych osobowych ze wszystkich systemów Przetwarzającego, w których mogą się znaleźć dane osobowe tej osoby, w szczególności z systemów źródłowych agregujących dane. Po upływie 90 dni od zgłoszenia żądania Przetwarzający przeprowadza szczegółową analizę czy dane osoby, która zgłosiła żądanie zostały usunięte ze wszystkich systemów Przetwarzającego oraz przedstawia wyniki tej analizy Administratorowi w formie raportu,
24. w razie zgłoszenia przez osobę, której dane dotyczą prawa do ograniczenia przetwarzania, o którym mowa w art. 18 RODO, do czasowego zablokowania możliwości edycji rekordów związanych z osobą, której dane dotyczą niezwłocznie, nie później niż w ciągu 24 godzin od przedstawienia takiego polecenia przez Administratora,
25. w razie zgłoszenia przez osobę, której dane dotyczą prawa do przenoszenia danych, o którym mowa w art. 20 RODO, do wyeksportowania do Administratora wszystkich danych osobowych dotyczących tej osoby przetwarzanych elektronicznie,
26. w razie zgłoszenia przez osobę, której dane dotyczą prawa do sprzeciwu, o którym mowa w art. 21 RODO, do przekazania informacji Administratorowi.
27. W celu wywiązywania się z obowiązków, o których mowa w pkt 5.2, Administrator może zobowiązać Przetwarzającego do wprowadzenia do systemu informatycznego Przetwarzającego funkcjonalności umożliwiających co najmniej: sporządzenie kopii danych, usuwanie danych, sprostowanie danych, ograniczenie przetwarzania danych, sporządzenie pliku umożliwiającego przenoszalność danych i odnotowywanie zgłoszenia sprzeciwu.

5.4 Przetwarzający zobowiązuje się udostępnić Administratorowi wszelkie informacje niezbędne do wykazania spełnienia obowiązków przez Administratora oraz Przetwarzającego, o których mowa w art. 28 RODO.

1. Przetwarzający zobowiązuje się do niezwłocznego poinformowania Administratora o:
2. jakimkolwiek postępowaniu, w szczególności administracyjnym lub sądowym, dotyczącym przetwarzania danych osobowych przez Przetwarzającego,
3. jakiejkolwiek decyzji administracyjnej lub orzeczeniu dotyczącym przetwarzania danych osobowych, skierowanej do Przetwarzającego,
4. wszelkich audytach, kontrolach i inspekcjach dotyczących przetwarzania danych osobowych przez Przetwarzającego, w szczególności prowadzonych przez organ nadzorczy,
5. jakimkolwiek żądaniu sądów, organów ścigania lub innych urzędów państwowych polskich lub międzynarodowych dotyczących ujawnienia lub udostępnienia danych osobowych, chyba, że poinformowanie Administratora nie jest dozwolone na podstawie przepisów obowiązującego prawa.
6. ZASADY ZABEZPIECZENIA DANYCH OSOBOWYCH PRZEKAZYWANYCH W POSTACI ELEKTRONICZNEJ

W przypadku konieczności wymiany danych osobowych w postaci elektronicznej, Administrator dopuszcza możliwość przekazywania ich wyłącznie w formie plików, z uwzględnieniem poniższych zasad:

1. pliki podlegają zabezpieczeniu kryptograficznemu i są zabezpieczone hasłem;
2. nadawca, po uzyskaniu od odbiorcy potwierdzenia otrzymania zabezpieczonych załączników, przekazuje odbiorcy hasło zabezpieczające (klucz szyfrujący) poprzez przesłanie go innym kanałem komunikacji np. w drodze połączenia telefonicznego lub SMS,
3. przesyłanie plików odbywa się pomiędzy kontami pocztowymi Administratora, a kontami pocztowymi Przetwarzającego udostępnionymi w związku z realizacją Umowy.
4. TRANSFER DANYCH OSOBOWYCH
5. Przetwarzający zapewnia, że dane osobowe nie będą przekazywane poza Europejski Obszar Gospodarczy lub do krajów/organizacji, dla których Komisja Europejska nie potwierdziła zapewnienia odpowiedniego stopnia ochrony danych osobowych.
6. W przypadku innym niż określony w punkcie 8.1, Przetwarzający zobowiązany jest pozyskać uprzednią zgodę Administratora na przekazanie danych osobowych do państwa trzeciego, które znajduje się poza Europejskim Obszarem Gospodarczym, co najmniej w formie dokumentowej. Zgoda wyrażana jest po spełnieniu poniższych warunków:
7. państwo docelowe zapewnia, zgodnie z odpowiednią decyzją Komisji Europejskiej, adekwatny poziom ochrony danych osobowych do tego, który obowiązuje w Unii Europejskiej; lub
8. Przetwarzający i podprocesor zawarli umowę z wykorzystaniem standardowych klauzul umownych oraz wdrożyli inny środek uzupełniający określony w Zaleceniach 01/2020 Europejskiej Rady Ochrony Danych, z dnia 10.11.2020r., oraz
9. Przetwarzający udostępnił Administratorowi ocenę, której celem jest ustalenie czy prawo państwa trzeciego zapewnia właściwą, w świetle prawa Unii, ochronę przekazywanych danych osobowych (Tranfer Impact Assessment, TIA).
10. PODPOWIERZENIE PRZETWARZANIA
11. Przetwarzający jest uprawniony do korzystania z podprocesora wyłącznie po uzyskaniu uprzedniej zgody Administratora wyrażonej w formie dokumentowej pod rygorem bezskuteczności.
12. W przypadku wystąpienia o zgodę, o której mowa w pkt 8.1 powyżej Przetwarzający przekazuje Administratorowi informacje na temat podprocesora (firmę oraz dane kontaktowe podmiotu), a także informacje o charakterze i czasie trwania podpowierzenia, zakresie i celu przetwarzania danych osobowych, rodzaju (kategoriach) danych osobowych i kategoriach osób, których dane miałyby być podpowierzone.
13. Podpowierzenie przetwarzania danych osobowych przez Przetwarzającego jest dopuszczalne tylko na podstawie umowy podpowierzenia. Na podstawie umowy podpowierzenia podprocesor zobowiąże się do spełniania tych samych obowiązków i wymogów, które na mocy Umowy nałożone są na Przetwarzającego.
14. W zawartej umowie podpowierzenia, Przetwarzający zapewni w szczególności, iż:
15. Administratorowi będą przysługiwały uprawnienia wynikające z umowy podpowierzenia bezpośrednio wobec podprocesora,
16. podprocesor będzie stosować co najmniej równorzędny poziom ochrony danych osobowych co Przetwarzający,
17. podprocesor w żadnym przypadku nie będzie uprawniony do dalszego powierzania przetwarzania danych osobowych.
18. Jeżeli podprocesor nie wywiąże się ze spoczywających na nim obowiązków ochrony danych osobowych, pełna odpowiedzialność wobec Administratora za wypełnienie obowiązków tego podmiotu spoczywa na Przetwarzającym.
19. Przetwarzający zobowiązany jest prowadzić aktualną listę podprocesorów. Przetwarzający zobowiązany jest przekazać taką listę Administratorowi na jego każde żądanie.
20. AUDYT I INSPEKCJA PRZETWARZAJĄCEGO
21. Administrator jest uprawniony do weryfikacji przestrzegania zasad przetwarzania danych osobowych wynikających z RODO oraz PPDO przez Przetwarzającego, poprzez prawo żądania w każdym czasie, także po utracie mocy obowiązującej przez Umowę lub PPDO, udzielenia wszelkich informacji lub udostępnienia wszelkich dokumentów, procedur i rejestrów dotyczących powierzonych danych osobowych, w tym informacji o lokalizacji przetwarzania danych osobowych przez Przetwarzającego.
22. Administrator ma także prawo przeprowadzania audytów lub inspekcji Przetwarzającego w zakresie zgodności operacji przetwarzania z prawem i z PPDO, za pośrednictwem upoważnionych pracowników Administratora, podmiotu dominującego w Grupie Kapitałowej Administratora lub zewnętrznego podmiotu profesjonalnie zajmującego się oceną i kontrolą procesów bezpieczeństwa danych osobowych i informacji („Audytorzy Administratora”).
23. Administrator poinformuje Przetwarzającego o planowanym audycie lub inspekcji, w formie dokumentowej co najmniej na 7 (siedem) dni przed planowanym terminem ich rozpoczęcia, ze wskazaniem w formie dokumentowej Audytorów Administratora.
24. W przypadku powzięcia przez Administratora uzasadnionych informacji odnośnie zagrożenia bezpieczeństwa przetwarzania danych osobowych przez Przetwarzającego lub któregokolwiek z podprocesorów lub zaistnienia naruszenia ochrony danych osobowych Administrator uprawniony jest do przeprowadzenia audytów lub inspekcji po zawiadomieniu Przetwarzającego o takim zamiarze, co najmniej na 1 (jeden) dzień przed planowanym terminem rozpoczęcia audytu lub inspekcji.
25. W trakcie audytu lub inspekcji, Audytorzy Administratora mają prawo do:
26. wglądu do wszelkich dokumentów i wszelkich informacji mających bezpośredni związek z powierzeniem przetwarzania na podstawie PPDO,
27. przeprowadzania oględzin urządzeń, nośników danych oraz systemów informatycznych lub teleinformatycznych służących do przetwarzania danych włącznie z ich zawartością,
28. żądania złożenia wyjaśnień przez Przetwarzającego oraz pracowników Przetwarzającego w określonej przez Administratora formie i w zakresie niezbędnym do ustalenia stanu faktycznego.
29. Administrator jest uprawniony do przeprowadzenia audytu lub inspekcji w dniach roboczych, w godzinach pracy podmiotu audytowanego.
30. Przetwarzający zapewnia Audytorom Administratora warunki i środki niezbędne do sprawnego przeprowadzenia audytu lub inspekcji, a w szczególności sporządza we własnym zakresie kopie lub wydruki dokumentów oraz informacji zgromadzonych na nośnikach, w urządzeniach lub w systemach służących do przetwarzania danych osobowych.
31. Po zakończeniu audytu lub inspekcji Audytor Administratora przedstawia Przetwarzającemu raport z audytu, lub w przypadku inspekcji, informację w formie pisemnej.
32. W przypadku ujawnienia jakichkolwiek nieprawidłowości, naruszeń lub innych okoliczności, które zostaną uznane przez Administratora za niezgodne z warunkami Umowy w tym PPDO lub przepisami prawa obowiązującego w okresie obowiązywania Umowy („Niezgodność/Niezgodności”), Przetwarzający oraz każdy z podprocesorów, których dotyczy taka Niezgodność, są zobowiązani do jej usunięcia na własny koszt w terminie wskazanym w formie dokumentowej w rekomendacji Administratora, w zależności od uznania Audytora Administratora.
33. Dla uniknięcia jakichkolwiek wątpliwości, Przetwarzający oraz podprocesor, wyrażają zgodę na przeprowadzenie audytu i/lub inspekcji, o której mowa w niniejszym punkcie oraz zobowiązują się do pełnej współpracy z Administratorem oraz Audytorami Administratora w trakcie audytów oraz inspekcji. Jakiekolwiek uniemożliwianie, utrudnianie lub inne podobne działania podejmowane przez Przetwarzającego lub podprocesora, wobec Administratora lub Audytorów Administratora mogą być podstawą do rozwiązania Umowy.
34. ODPOWIEDZIALNOŚĆ PRZETWARZAJĄCEGO
35. Przetwarzający odpowiada za szkody, jakie powstaną u Administratora lub osób trzecich w wyniku niezgodnego z przepisami prawa lub PPDO przetwarzania przez Przetwarzającego oraz podprocesora, a w szczególności w związku z udostępnianiem danych osobowych osobom nieupoważnionym.
36. Z zastrzeżeniem poniższych punktów, Przetwarzający ponosi względem Administratora odpowiedzialność za zasadach ogólnych. W przypadku niewykonania lub nienależytego wykonania przez Przetwarzającego PPDO, Przetwarzający zobowiązuje się do zapłaty odszkodowania na zasadach ogólnych.
37. Administrator jest uprawniony do naliczenia Przetwarzającemu następujących kar umownych[[2]](#footnote-2):
38. z tytułu opóźnienia w zgłoszeniu naruszenia w terminie określonym w pkt. 5 PPDO w wysokości 10000,00 złotych za każdą godzinę opóźnienia,
39. z tytułu niezastosowania któregokolwiek z zabezpieczeń wymienionych w PPDO, w wysokości 100000,00 złotych za każdy stwierdzony przypadek,
40. z tytułu naruszenia obowiązku uzyskania zgody Administratora na podpowierzenie przetwarzania danych osobowych – w wysokości 100000,00 złotych za każdy stwierdzony przypadek,
41. z tytułu nie zawarcia w umowie podpowierzenia postanowień, o których mowa w pkt. 8 PPDO – w wysokości 100000,00 złotych za każdy stwierdzony przypadek,
42. z tytułu uniemożliwienia Administratorowi przeprowadzenia audytu lub inspekcji, o których mowa w pkt. 9 PPDO, w wysokości 100000,00 złotych za każdy przypadek,
43. z tytułu naruszenia obowiązku uzyskania zgody Administratora na transfer danych poza obszar EOG, w wysokości 100000,00 złotych za każdy stwierdzony przypadek,
44. z tytułu niewykonania przez Przetwarzającego lub podmiot, którym posługuje się Przetwarzający zobowiązania, o którym mowa w pkt 12.3 i 12.4, Administrator jest uprawniony do naliczenia Przetwarzającemu kary umownej w wysokości do 100000,00 za każdy przypadek naruszenia.
45. W przypadku wszczęcia przeciwko Administratorowi przez osobę trzecią jakiegokolwiek postępowania (w tym sądowego) dotyczącego naruszenia przepisów RODO lub innych przepisów prawa w związku z przetwarzaniem danych osobowych przez Przetwarzającego lub podprocesora, Przetwarzający zobowiązuje się do zapewnienia Administratorowi na swój koszt ochrony sądowej na zasadach wskazanych przez Administratora, a także do poniesienia wszelkich konsekwencji takiego postępowania, w tym w szczególności kosztów wszelkich decyzji administracyjnych, wyroków sądowych, orzeczeń oraz ugód (regres).
46. WYNAGRODZENIE

Wynagrodzenie z tytułu wykonania przedmiotu PPDO należne Przetwarzającemu zawarte jest w Wynagrodzeniu, o którym mowa w Umowie.

1. CZAS TRWANIA PRZETWARZANIA
2. PPDO obowiązuje Przetwarzającego przez czas obowiązywania Umowy, z zastrzeżeniem pkt 12.5.
3. Administrator jest uprawniony do wypowiedzenia Umowy bez terminów wypowiedzenia w przypadku istotnego naruszenia przepisów prawa lub zapisów PPDO przez Przetwarzającego, w szczególności gdy:
4. organ nadzorczy stwierdzi, iż Przetwarzający lub podmiot, którym Przetwarzający się posługuje, nie przestrzegają zasad przetwarzania danych osobowych,
5. prawomocne orzeczenie sądu powszechnego wykaże, że Przetwarzający lub podprocesor, nie przestrzegają zasad przetwarzania danych osobowych,
6. przetwarzania przez Przetwarzającego lub podprocesora, jakichkolwiek danych osobowych niezgodnie z celem i zakresem Umowy oraz PPDO lub umowy podpowierzenia,
7. przetwarzania przez Przetwarzającego lub podprocesora, jakichkolwiek danych osobowych niezgodnie z RODO lub poleceniami Administratora,
8. utrudniania lub uniemożliwiania Administratorowi prowadzenia czynności kontrolnych, o których mowa w pkt. 9,
9. dopuszczenia do przetwarzania danych osobowych osób nieupoważnionych przez Przetwarzającego lub podprocesora,
10. zawarcia umowy podpowierzenia bez zgody Administratora, o którym mowa w pkt. 8,
11. naruszenia obowiązków, o których mowa w pkt 5.
12. Po zakończeniu obowiązywania Umowy lub w przypadku wystąpienia okoliczności wskazanych w 12.2, Przetwarzający zobowiązuje się, w terminie 14 dni kalendarzowych od ich zaistnienia, zwrócić Administratorowi wszystkie powierzone dane osobowe lub, po uzyskaniu zgody Administratora, trwale je usunąć ze wszystkich nośników, także tych używanych przez podprocesora. Zwrot lub usunięcie danych musi zostać potwierdzony protokołem przekazania lub zniszczenia, którego skan należy przesłać Administratorowi w ciągu 3 dni roboczych od wykonania czynności na adres wskazany w pkt 1.4.
13. Administratorowi przysługuje prawo kontroli i nadzoru wykonywania zobowiązań Przetwarzającego, o których mowa w pkt 12.3 powyżej poprzez przeprowadzenie audytu lub inspekcji na zasadach wskazanych w pkt 9.
14. Strony ustalają, iż pomimo wygaśnięcia Umowy bez względu na okoliczności, o których mowa w pkt 12.1 i 12.2 powyżej, pozostają w mocy postanowienia nakładające lub mogące nałożyć jakiekolwiek zobowiązanie na Przetwarzającego, po terminie wygaśnięcia Umowy, w tym w szczególności postanowienia (dotyczące współpracy oraz regresu).

1. Należy wskazać nazwę podmiotu. [↑](#footnote-ref-1)
2. Właściciel merytoryczny może podjąć decyzję o zmniejszeniu lub zwiększeniu kary. [↑](#footnote-ref-2)